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1 About Thi s Document

This documentiescribes the configuration, customization, management, operation, maintenance and
trouble shooting of the SME VoIP SystiT X860 bas®TX8630 handset, RTX8430 handset and RTX4024
Repeater) irRTX generic mod€&or customer specific modes refer to spcifustomer agreements, which
describe the software operational deviations from this documé&iat. handset detailed user guide refer to

[1].
1.1 Audience

Who should read this gui@d-irst, this guide is intended for networking professionals responsible for
designing and implementingTX basednterprise networks.

Secondpetwork administrators and IT support personnel that need to install, configure, maintain and
monitor elements in & f ASEIE ¥olP netwonkill find this document helpfulFurthermore, anyone who
wishesto gain knowledge on fundamental features in tBeatussystem can also benefit from this
material.

1.2 When Should | Read This Guide

Read this guide before you install the core netwdévicesof VolP SME Systeamd when you & ready to
setup or configure SIP server, NAT aware router, advanced VLAN sditingstations, and multi cell
setup

This manual will enable you to set up components in your network to communicate with each other and
also deploy a fully functionalijolP SME System.

1.3 Important Assumptions

This document was written with the following assumptions in mind:
1) You have understanding of network deployment in general

2) You have working knowledge of basic TCP/IP/SIP protocols, Network Address Translation, etc
3) A proper site survey has been performed, and the administrator have access to these plans

147EAOG60O )1 OEAA 4EEO ' OEAA

We summarize the contents of this document in the table below:

Where Is It? Content Purpose
Chapter 2 Introduction to the SME Voll To gain knowledge about the different elements in &
Network typical SME VolP Network
Chapter 3 Installation of Base Considerations to remember before unwrapping anc
station/Repeater installing base units and repeaters
Chapter 4 Making Handsets Ready Todetermine precautions to take in preparing
handsets for use in the system
Chapter 5 SME VolIP Administration | To learn about the Configuration Interface and defin
Interface full meaning of various parameters needed to be se
in the system.
Chapter 6 Multi-Cell Setup & Learn howto add servers andetup multiple bases
Management into a multicell network
Chapter 7 Registration Management | Learn how to register handsand extensionso base

~| Chapter:About This Document
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Handsets stations

Chapter 8 Firmware Provides theprocedure of how to upgrade firmware t
Upgrade/Downgrade base stations and/or handsetnd/or repeaters
Management

Chapter 9 System Functionality To gain detail knowledge about the system features
Overview

10 Appendix A | Basic Network Servers To learn about operating the handset and base

Configuration

stations including detail description of handset MMI

11 Appendix B

VLAN Setup Management

Examines how to setup VLAN in the SME network

12 Appendix C

SME VoIP Network
Planning/Optimization

To learn radimetwork planning techniques including
dimensioning, detailed capacity, coverage planning
and network optimisation

13 Appendix D

Local central directory file
handling

Detailed description of central directory file format
and upload.

14 Appendix E

Network Operations

To study the operation of network elements during
system start up, location registration, etc.

157 EAO0B8 O

IO EI
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This guide provides overview material network deploymenthow-to procedures, anadonfiguration
exampleghat will enabk you to begin configuring yoolP SME System

It is not intended as a comprehensive referemcell detail and specific steps on how to configure other

vendor specific components/devices needed to make the SME VolP System fundionsiich a
reference tovendor specific deviceplease contact the respage vendor documentation.

1.6 Abbreviations

For the purpose of this document, the following abbreviations hold:

DHCP:
DNS:
HTTP(S):
(MFTP:
IOS:
PCMA:
PCMU:
PoE:
RTP:
RPORT:
SIP:
SME:
VLAN:
TOS:
URL.:
UA:

SME VolIP System Guide, Version 2.5
Proprietary and Confidential

Dynamic Host Configuration Protocol
Domain Name Server
HyperText Transfer Protocol (Secure)
(Trivial) File Transfer Protocol
Internetworking Operating System
A-law Pulse Code Modulation
mu-law Pulse Code Modulation
Power over Ethernet

Realtime Transport Protocol
Response Port (Refer to RFC3581 for details)
Session Initiation Protocol
Small and Medium scale Enterprise
Virtual Local Access Network
Type of Service (policy based routing)
Uniform Resource Locator
User Agent

@ | Chapter:About This Document



1.7 References/Related Documentation
RTX843 Handset_Manual_Operations_v1.4
RTX863 HandsetManual_Operations_v1.4
RTX883_Handset_Manual_Operations V1.4
How to Deploy SME VOIP System v1.3
Provisoning of SME VolIP System)10

[1]:

[2]:
[3]:

1.8 Document History

Revision

Author

Issue Date

Comments

2.2

KMR

24-July2014

Document updated to include the new RTX8830
handset and features

2.1

KMR

2-April2014

Document updated to match V316 software feature
level in generic mode

Server page: Added TLS, SRERveralias

Updated other parts affected by server alias
Repeater page: Added repeater alias

References versions updated

2.0

KMR

1-Oct2013

Document updated to match V306 software feature
level in generic mode

Home status: Base status added

Extension page: Sditinction added, Registration
control added Added unique extension note.
Network: VLAN sync added

Management: language moved to country
Time: Added save button

Country: Added language selection

Security: Password double confirm added
Central dir/LDAPReload option added

Multicell: In status added Sync data IP
Repeaters: Added stop registration

Statistics: Added repeater statistics

Section 6.3 multicelf modified sequence

1.9

KMR

17-Juy-2013

Document updated to nah V3@ software feature
level (security, multilinetime settings.

Primary Data Sync IP: Added note about data sync
source.

138

KMR

18-Feb2013

Restructured and updated to software V273 operatio

2.3

KMR

8-Sep2014

Updated to V322 operation with RTX88%ihdset

2.4

KMR

5-Jan2015

Aligned with V323B14 operation

2.5

KMR

16-Feb2015

Aligned with V324 operation

1.9 Documentation Feedback

We always strive to produce the best and we also value yountwams and suggestions about our
documentation. If you havany comments about this guide, please enter them through the Feedback lin

onthe RTX website. We will use your feedback to improve the documentation.
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In a typical telephony system, the network setup is the interconnection between®Bas¢ G A 2y a s G FI
routers, repeaters, portable parts, etc. The bdne of the network depends on the deployment scenario
but a ring or hub topology is used. The networls lsantralized monitoring, and maintenance system.

Thesystemis easy to gale up and supports from 1 t®@%ases in the same network. Further it is able to
support up to200 registered handse{®RTX8630RTX883and RTX8430)he Small and Medium Scale
Enterprise SME VoIP systensetup is illustratecdelow. Based on Poiiterfaceeach base station is easy to
install without additional wires other than the LAddble. The systersupporssthe IP DECT CAQ repeater
RTX4024vith support up to 5 channels suttaneouscall sessions

The followindfigure gives a graphical overview of the architecture of 8ME VolP System

SIP
Service
Provider

Local
Network

2.1 Hardware Setup

SME network hardware setup can deployed as follows:

Basestation(s) are connected via Layer 3 and/or VLAN Aware Router depending on the deployment
requirements. The Layer 3 router implements the switching function.

The basestations are mounted on walls or lamp poles so that each {stestion is separateffom each

other by up to50m indoot (300m outdoor). Radio coverage can extendesing repeaters that are
installedwith same distance tbasestation(s).Repeaters are range extenders and cannot be usesble
localcallcapacity issuedn this case aditional bases must be used.

The basestation antenna mechanism is based on space diversity feature which improves coverage. Th
basestations uses complete DECT MAC protocol layer and IP media stream audio encoding feature to %

nPOverview

provide up to D simultaneos calls. &
(2
c
Q
3]
>
ES)
o
=
I3

I Measured with European DECT radio and depends on local building layout and material 3
<
O
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2.2 Components of SME VoIP System

RTX SME VolIP systamade up of(but not limited to the following components:
w Atleast one RTX Base Station is connected over an IP network and using DEGIramsarface.
w RTX IP DECT wireless Handset.

w RTX SME VolIP Configuration Interface; is a management intésfa8®E VolP Wireless Solution. It
runs on all IP DECT Base stations. Each Base station has its own unique settings.

2.2.1 RTX Base Stations

The Base Station converts IP protocol to DECT protaddransmits the traffic to and from the eatbdes

(i.e. wireless handsets) over a channel. It has 12 available channels.

In a multicell setup, each base station has:

w 8 channels have associated DSP resources for media streams.

w The remaining 4 channelsaareserved for control signalling between IP Base Stations and the SIP/DECT
end nodes (or phones).

Base Stations amgrouped into clusters. Within each Cluster, Base Stations are synchronized to enable a

seamless hand@r when a user moves from onagdestation coverage to another. For synchronization

purposes, it is not necessary for Base Stations to communicate gliveitl each other in the systerk.g.a

Base Station may only need to communicate with the next in the chain. It is advisable for adBiaset&t

identify more than one Base Station to guarantee synchronization in the situation that one of the Base

Stations fails.

The 4 control signalling channels are used to carry bearer signals that enable a handset to initiate a

handover process.

2.2.2 SME VoP Administration Server/Software

This server is referred to 8ME VolP Configuration Interface

The SME VolIP Configuration Interface is a web based administration page used for configuration and
progranming of the lase station and relevant network eatbdes E.g.handsets can be registered or-de
registered from the system using this interface.

The configuration interface can be used asetup toolfor software orfirmware download to base stations,
repeaters and handset&urther,it isused to check relvant system logs thatan beuseful to

administrator. Theséogs can be usetb troubleshoot the system when the system faces unforeseen
operational issues.

2.2.3 RTX Wireless Handset

The handset is a lightweight, ergonomically and portable unit compatible with Wideband Audio (G.722),
DECT, GARandard, CATg audiocompliant.

The handseincludes Colour display with graphical user interface. It can also provide the subscriber with
mog of the features available for a wired phone, in addition to its roaming and handover capabilities. R
to the relevant handset manusfor full details handset features.

rview

r

2.3 Wireless Bands

The bands supported in the SME VolP are summarized as follows:
Frequency bang 1880¢ 1930 MHz (DECT)
1880¢ 1900 MHz (10 carriers) Eurdpd S
1910¢ 1930 MHz (10 carriersATAM
1920¢ 1930 MHz (5 carriers) US

| Chapterintroductiong System Ofe
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2.4 System Capacity (in Summary)

SME networlcapacity of relevant components can be summarised as follows:

Description Capacity

Min ## of Bases Single Cell Setup 1

Max ## of Bases in Muktell Setup 50

SingléMulti Cell Setup: Max ## of Repeaters 3 per Base station
Multi -cell Setup:Total Max ## of Repeaters 100

Max ## of Userg¢SIP registrationsper Base 30

Max ## of Users per SME VolP System limited to 200
Multi -cell Setup: Max ## oBynchronisatiorlevels 24

Single Cell SetupMax ## Simultaneous Calls 10 per Base station
Multi -cell Setup: Max ## ofalls 8 per Base station
Total Max ##Simultaneous Calls (Muktell Setup) Limited to 200
Repeater: Max ## of Cal(®larrow band) 5

Repeater: Max ## of Calls (G722) 2

Quick Definitiors

Single Cell Setup: SME telephony network composed of one base station
Multi -cell Setup: Telephony network that consists of more than one bakdion
Synchronisation Level: Is the air core interface between two base stations.

2.5 Advantages of SME VolPSystem

They includd€but not limited to)

1. Simplicity. Integrating functionalities leads to reduced maintenance and troubleshooting, and significant

cost reductions.

2. Flexibility.Sngle network architecture can be employed and managed. Furthermore, the architecture
amenable to different deployment scarios, includindsolated buildings for Hbuilding coverage, location
with co-located partners, and large to medium scale enterprises deployrioentide coverage

3. Scalability SME networlarchitecture can easily be scaled to the required dizgending on customer
requirement

4. PerformanceThe integration of different network functionalities leads to the collapse of the protocol

stack in a single network element and thereby eliminates transmission delays between network elemen

and redues the call setup time and packet fragmentation and aggregation delays.

SME VolIP System Guide, Version 2.5
Proprietary and Confidential
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3l nstall ation dfReBasae eIt ati ons

After planning the networknext is to determine the proper places or location the relevant base stations
will be installed. Therefore, we briefly describe the how to install the base station in this chapter.

3.1 Package z Contents/ Damage Inspection

Before Package Is Opened

Examine lhe shipping package for evidence of physical damage or mishandling prior to opening. If there is a
proof of mishandling prior to opening, you must report it to the relevant supperttre of the regional
representative or operator.

Contents of Package
Make sure all relevant components are available in the package before proceeding to the next step.
Every shipped base unit package/box contains the following items:
1 2 xmounting screwsand2 xAnchors
1 xMetal platg(s)
1 xPlasticstand
1 xCat. 5 cableEthernet cablg

1
1
1
i Base unit

Dents/Holes
//| for Mounting

Reset Button

Ethernet port

Back view of Base Station Unit

Damage Inspection:
The following are the recommended procedure for you to use for inspection:
1. Examinaall relevantcomponentsfor damage.

2.al 1S I GaRSTSGOAN @S NBYLIZ2INNINF2AN fviDa hot nio2e thésipping2 LIS N& G 2 |

carton until it has been examined by the operattipossible send pictures of the damagbe
operator/regional representative will initiate the necessary procedure to process this HKgY,
will guide thenetwork administrator on how to returthe damaged package if necessary.

3. If no damage is found then unwrap all the components aisgase of emptypackagetarton(s) in
accordance witltountry specific environmentaégulations.

Chapter:Installation of Base Stations/Repeater

SME VolIP System Guide, Version 2.5
Proprietary and Confidential

=
w



3.2 RTX Base station Mechanics

RT3X

The base station front end shows BED indicator that signals different functional states of the base unit
and occasionally of the overall network. The indicator is off when the base unit is not powered.

Vendor Logo

LED Circular
Indicator

Stand
mounted In Place

The table below summarises the various LED states:

LED State State

Unlit No power in unit

Unlit/Solid red Error condition

Blinking green Initialisation

Solidred Factory reset warningr long press in BS reset button

Blinking red Factory setting in progress

Solid green Ethernet connection available (Normal operation)

Blinking red Ethernet connect not available OR handset de/registration failed

Solid red Critical error (can only be identified by RTX Engineers). Symptoms
include no system/SIP debug logs are logged, etc.

Orange Press reset button of base station.

Blinking orange

No IP address received

3.3 RTX Base Unitz Reset feature

It is possible to restart or reset the base station unipressing a knob at the rear side of the unit.
Alternatively, it can be reset from the SME Configuration Interfdée do not recommend this; but
unplugging and plugging the Ethernet cable back to the PoE port of the base station also resets the ba

unit.

SME VolIP System Guide, Version 2.5
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3.4 Installing the Base Station

First determine the best location that will provide an optimal coverage taking account the construction of
the building, architecture andhoice of building materials.

Next, mount the Base Station on a wall to cover range between3ID meters (i.e. 16tb 984 feet),
depending whetheh a@iadoor or outdoor installatiorPlease refeto chapter10 for important

information regarding networkequirements, deplgment considerations, site planning, cell
coverage/capacity planning, environmental considerations and recommended Base station placement.

3.4.1 Mounting the Base Station s/Repeaters :

We recommend the base station be mountad angle other than verticaln bothconcrete/wood/plaster
pillars and walls for optimal radio coverage. Avoid mounting the base units upside down as it significantly
reduces radio coverage.

Mount the base unit as high as possible to clear all nearby objegiffice cubicles and calsts, etc.).
Occasionally extend coverage to remote offices/halls with lower telephony users by installing Repeaters.
Make sure that when you fix the base stations with s@gilie screws do not touch theCB on the unit.
Secondly, avoid all contacts wiimy high voltage lines.

Hole/Dent

' to Mount
on Walls/Pillars
ountng

Screws
Ethernet Cable

Back view of Base Unit (No stand)

G Chapter:Installation of Base Stations/Repeater
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Metallic Plate

Mounted Base station Unit

Screws/Anchor

3.5 Find IP of Base Station
To find IP of the installed base station two methods can be used; Using handset Find IP feature or browser
IPDECT feature

3.5.1 Using handset Find IP feature

Onthe handsetNB & a4 daa Sy dz | Skeys: F4Z*tof gt thé Handseintdifikdases
menu.The handset will now scan for 8660 bases. Depending on the amount of powered on bases
with active radios and the distance to the base it can take up to minutes to find a base.

- Use the cursor down/upo select the base MAC address for the base
- The base IP address will be shown in the display

The feature is also used for deployment. For further details refer to reference [2].

3.5.2 Using browser IPDECT

Open any standard browser and enter the address:

http://ipdect <MACAddressBaseStation>

for e.g.http://ipdect 00087BO0AALCChis will retrieve the HTTP Web Server page from the base station
with hardware addres80087B00AA10 .

This feature requires aavailableDNS server

'5 Chapter:Installation of Base Stations/Repeater
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3.6 Login to Base SME Configuration Interface
STEP 1 Connect the Base station to a private network si@andardEthernet cabld CAT5).
STEP 2 Use the IP find menu in the handset (Menu * 4 7 *) to determine thadéess othe base
station by matching the MAC address on the back of the base station with the MAC address list in

the handset.

STEP 3 On the Login page, enter your authenticating credentials (i.e. username and passiyrd)
default the username and passwordaigmin. dick OKbutton.

Connect to ipdectD0087b00aa10 RIX

P,
R

The server ipdect00087b00aal 0 at requires a username and
password,

‘Warning: This server is requesting that your username and
password be sent in an insecure manner {(basic authentication
without a secure connection),

User name: | € admin v |

Passward: | | |

[CIremember my password

E Ok J[ Cancel ]

STEP 4 Once you have authenticated, the browser will display front end of the SME Configuration
Interface The front end will show relevant information of the base station.

SME (RTX Chain Canteen- static IP)

Home/Status We | come

e T System Information: Multi cell Ready(Keep Alive) Secondary
Phone Type: IPDECT

Servers System Type: Generic SIP (RFC 3261)
RF Band: Unknown (F/R/C0/C1) (00/00/00/7f)

Network

Management

Firmware Update

Time

Country
Security
Central Directory
Mulii cell
Repeaters
Alarm
Statistics
Configuration
Syslog

SIP Log

Logout

Current local time:
Operation time:
RFPI Address:
MAC Address:

IP Address:
Firmware Version:
Firmware URL:

Base Station Status:

SIP Identity Status on this Base Station:

Press button to reboot.
| Rebeot |

19/Mar/2015 14:11:42

2 Days 20:21:07 (H:M:S)

116E61A600; RPN:00

00087b085f51

192.168.11.90
IPDECT/03.24/B0005/16-Mar-2015 13:07
Firmware update server address: 10.1.24.101
Firmware path: /Fwutest

Idle

Forced Reboot

SME VolIP System Guide, Version 2.5
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4 Making Handset Ready

In this chapter we briefly describe how poepare the handset for use, install, insert and charge new
batteries. Please refer to an accompanying Handset User Guide for more information of the features
available in the Handset.

4.1 Package z Contents/Damage Inspection

Before Package Is Opened

Examine the shipping package for evidence of physical damage or mishandling prior to opening. If there is a
proof of mishandling prior to opening, you must report it to the relevant supperttre of the regional
representative or operator.

Contents of Paekage:

Make sure all relevant components are available in the package before proceeding to the next step.
Everyshipped base unit package/box contains the following items:

2 x mounting screws and 2 x Anchors

1 x Handset hook

1 x A/C Adaptor

1 x Battery

1 x charger

1 x Handset Unit, 1 x Battery cover

=A =4 =4 =4 -4 =9

%

Handset module

Battery compartment =

Charger
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Damage Inspection:
The following are the recommended procedure for you to use for inspection:
1. Examine all relevant components for damage.
2.al1S I aRSTSGhAN &S NBYLI2INNINI2@NDbiwa hot nioge the Bhippirgy LIS NI
carton until it has been examined by the operator. The operator/regional representative will
initiate the necessary procedure to process this RMA. They will guide the network administrator on
how to return the damaged packagfenecessary.
3. If no damage is found then unwrap all the components and dispose of empty package/carton(s) in
accordance with country specific environmental regulations.

4.2 Before Using the Phone

Here are the precautions users should read before using trentiset:

Installing the Battery
1. Never dispose battery in fires, otherwise it will explode.
2. Never replace the batteries in potentially explosive environmeaig,close to inflammable liquids/
gases.
3. ONLY use approved batteries and chargers from the vemdoperator.
4. Do not disassemble, customise or short circuit the battery

Using the Charger

Each handset is charged through the use of a handset charger. The charger is a compact desktop unit
designed to charge and automatically maintain the correct bgttdrarge levels and voltage.

The charger Handset is powered by AC supply fror280WAC that supplies 5.5VDC at 600mA.

When charging the battery for the first time, it is necessary to leave the handset in the charger for at least
10 hours before the badry is fully charged and the handset ready for use.

Handsetin the Charger

For correct charging, ensure that the room temperature is between 0°C and 25°C/32°F and 77°F. Do not
place the handset in direct sunlight. The battery has a{mifteat sensor wich will stop charging if the

battery temperature is too high.

If the handset is turned off when placed in charger, only the LED indicates the charging. When handset is
turned off, the LED flashes at a low frequency while charging and lights constantiythreheharging is
finished. There will be response for incoming calls.

If the handset is turned on when charging, the display shows the charging status.

Open Back @ver
1. Press down the back cover and slide it towards the bottom of the handset.
2. Remove BdcCover from Handset

Chapter:Making Handset Ready
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Handset Serial Number
The serial number (IFBUInumber) of each handset is found either on a label, which is placed behind the
battery, or on the packaging labélirst, lift off handset back cover and lift the battery and réfael serial

number.
The serial number is needed to enable service to the hanttsaust be programmed into the system

database via the SME VolP Configuration interface.

Battery compartment '
'g__'-'-i'*;.\\ 4

e
U
Replace Bttery

Remove Back Cover from Handset. Remove the old batteryeguace with a new one.

< SIN & IPUl label

4.3 Using the Handset

Please refehandset manual for detailedescription of how to use the handskgatures[1].

Chapter:Making Handset Ready
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The SME VolP Administration Interface is also known as SMEwiBuration. It is the main interface
through whichthe system is managed and debugged.

The SME VolP Configuration Interface is douift HTTRVeb Server service residing in each base station
This interface is user friendly interfacend easy to hadle even to a first time user.

Note: Enabling secure web not possible. For secure configuration use secure provisioning.

This chapter seeks to define varioteriables/parametergvailable for configuration in theetwork.

5.1 Web navigation

We describe théeft menuin the front end of the SME VolP Administration Interface

SME VoIP (RTX Chain B202 - 4)

Homel Status WE I co me

ErereTI System Information: Multi cell Ready(Keep Alive) Secondary
Phone Type: IPDECT

Servers System Type: Generic SIP (RFC 3261)
RF Band: Unknown (F/R/C0/C1) (00/00/00/7f)

Network

Management

Firmware Update

Time

Country

Current local time:
Operation time:
RFPI Address:
MAC Address:

IP Address:
Firmware Version:
Firmware URL:

19/Mar/2015 14:15:10

2 Days 20:24:38 (H:M:S)

116E61A604; RPN:04

00087b079223

192.168.11.134
IPDECT/03.24/B0005/16-Mar-2015 13:07
Firmware update server address: 10.1.24.101
Firmware path: /Fwutest

Base Station Status: Idle
Security SIP Identity Status on this Base Station:

2676@192.168.11.99 (Asterisk 1) Status: OK
Central Directory 2520@192.,168.11.10 (3CX) Status: OK

2680@192.168.11.99 (Asterisk 1) Status: OK
Multi cell 2601@192.168.11.09 (Asterisk 1} Status: OK

Repeaters

Press button to reboot.

Alarm | Reboot | Forced Reboot |

Statistics [¢H)
Q

@

Configuration ©
Qe

Syslog £
c

SIP Log g

s

Logout ..(7;
£

S

©

<

— o

Feature Description S
Home/Status |¢KA& A& GKS FNRBRyd SyR 2F (GKS .1as a =
summary of current operating condition aiséttings of the Base staticand S

Handset(s) n

. .. . . . [}
Extensions Administration of extensions and handsets in the system rot
g

)
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Servers

On this page the user can define which/BIeT server the network should connect
to.

Network

Typically the user configures tiNetwork settings from here.

NAT provisioningallows configuration of features for resolving of the NAT
Network Address Translation. These features enable interoperability with most
types of routers.

DHCPallows changes in protocol for getting a dynar® address.

Virtual LAN:specifies the Virtual LAN ID and the User priority.

IP Mode:specifies using dynamic (DHCP) or static IP addregstir SME network.
IP addressif using DHCIRave itempty. Only write in, when you use static IP
address.

Subnet maskif using DHCReave itempty. Only write in, when you use static IP
address.

DNS serverspecifyif using DHCHeave itempty. Only write in the DNS server
address of your Internet service provider, when you use static IP address. (DN
Dynamic Name Server)

Default gateway if using DHCReave itempty. Write in the IP address of your
router, when you use static IP address.

Management

Defines the Configuration server address, Managememistea protocol, sizes of
logs/traces that shoulthe catalogued in the system.

Firmware
Update

Remote firmware updates (HT{EPTFTP) settings of Base stations and handsets

Time

Here the user can configure the Time server. It should be used as time server
relevant country for exact time. The tinservers have to deliver the time to
conform to the Network Time Protocol (NTP). Handsets are synchronised to th
time. Base units synchronise to the master using the Time server.

Country

Specifying the country/territory where the SME network is located ensures that
your phone connection functions properly.
Note: Thebaselanguage and country setting are independent of each other.

Security

The users caadministrate certificates andreae account credentials with which
they can log in or log out of the embedded HTTP web server.

Central
Directory

Interface to common directory load of up to 3000 entries using *csv format or
configuration of LDAP directory.
Note: LDAP and centrdirectory cannot operate at the same time.

Multi cell

Specify to connect base station or chain of base stations to the network. Make
the system ID for the relevant base stations are the same otherwise the-ceillti
feature will not work.

Repeaters

Administration and configuration of repeaters of the system

Alarm

Administration and configuration of thelarmsettings on the systenThis controls
the settings for alarms that can be sent to the handsets. This feature is only
available on certain typesf handsets.

Statistics

Overview of system and call statistics for a system.

Configuration

This shows detail and complete SME network settings for base station(s),
HTTP/DNS/DHCP/TFTP server, SIP server, etc.

Syslog

Oveuall network related events or logse displayedere (only live feed is shown)

SIP Log

SIP related logs can be retrieved from url link. It is also possible to clear logs fr

this feature.

SME VolIP System Guide, Version 2.5
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5.2 Home/Status

We describe the parameters found in the Welcofrant end home/status of the SME VolP Administration

Interface

Screenshot
Welcome
System Information: Multi cell Ready(Keep Alive) Secondary
Phone Type: IPDECT
System Type: Generic SIP (RFC 3261)
RF Band: Unknown (F/R/CO/C1) (00/00/00/7f)

Current local time:
Operation time:
RFPI Address:
MAC Address:

IP Address:
Firmware Version:
Firmware URL:

19/Mar/2015 14:15:10

2 Days 20:24:38 (H:M:S)

116E61A604; RPN:04

00087b079223

192.168.11.134
IPDECT/03.24/B0005/16-Mar-2015 13:07
Firmware update server address: 10.1.24.101
Firmware path: /Fwutest

Base Station Status: Idle

SIP Identity Status on this Base Station:

2676@192.168.11.99 (Asterisk 1 Status: OK
2520@192.168.11.10 (3CX Status: OK
2689@192.168.11.99 (Asterisk 1) Status: OK
2691 @192.168.11.99 (Asterisk 1) Status: OK

Press button to reboot.

| Reboot | Forced Reboot
Parameter Description
System information This base curremnulti-cell state
Phone Type Always IPDECT
System Type This base customer configuration
RF Band This base RF basetting

The parameters defined in productiorand relates to theadio approvals
shown on thdabel of the base

Current local time

This base local time

Operation time

Operation is operation time for the base since last reboot

RFPI-Address

This basdrFPI address

MAC-Address

This base MAC address

IP-Address

This base IP address

Firmware version

This base firmware version

Firmware URL

Firmware update server address and firmware path on server

Base Station Status

GLRfSé VY 2 KSy y2 Olfta 2y ol as
G Ldya S € Y 2 KSYy OGA@®S Oltta 2y

SIP identity status

List of extensions present at this base station.

C2NXIFGY GSEGSyarzyédas KK Sdbwedbg S
status to the right. Below is listed possible status:

OK: Handset is ok

SIP Error: SIP registration error

Reboot

Reboot after all connections is stopped on base. Connections are acti
calks, directory access, firmware update active

Forced Reboot

Reboot immediately.

SME VolIP System Guide, Version 2.5
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5.3 Extensions

In this section, we describe thefidirent parameters availablerhenever the administrator is creating
extensiorsfor handses. Note, t is not possible to addxtensions if no serveire defined.As well the

section describes the administration of extensions and handsets using the extension list and the extension
list menu.

Software supportgustomerconfigurations with and without the multiline feature. Section 5.3.1 describes
dadd extensionswithout multiline and 5.3.2 witlimultilineg.

The system can handle maximum 200 extensions matching 200 handsets which can be divided between
servers. When 200 handsets are registered it is not possible to add more extensions. With active multiline
featurethe system can handle maximum 200 extensions. With 4 active lines maximum 50 handsets can be
active in the system.

Note: Within servers ogven with multi servers, extensions must always be unique. This means same
extension number on server 1 cannot keeused on server 2.

5.3.1 Add extension (no multiline)
Screenshot
Add extension

Extension:

Authentication User Name:
Authentication Password:
Display Name:

Mailbox Name:

Mailbox Number:

Server: Server 1: 192.168.11.40 [~
Call waiting feature: Enabled E
Forwarding Unconditional Number: Disabled E
Forwarding No Answer Number: Disabled E 90 5
Forwarding on Busy Number: Disabled E
Save | | Cancel |
Parameter Default Value(s) | Description
Extension Empty Handset phone number or SIP username depending on the se

Possible value(sB-bit stringlength

Example: 1024, etc.

Note: TheExtension must also be configured in SIP server in o
for this feature to function.

Authentication | Empty Username:SIP authentication username
User Name Permitted value(s)8-bit stringlength

Chapter:SME VolIP Adinistration Interface
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Authentication | Empty PasswordSIP authentication password.
Password Permitted value(s)8-bit stringlength
Display Name | Empty Human readable name used fthre given extension
Permitted value(s)8-bit stringlength
Mailbox Name | Empty Name of centralised system used to store phone voiessages
that can be retrieved by recipient at a later time.
Valid Input(s):8-bit string Latin characters for thgame
Mailbox Empty Dialled mail box number by long key press on key 1.
Number Valid Input(s):0¢ 9, *, #
Note: Mailbox Number parameteislk @ A f | 6t S 2y {
enabled from SIP server.
Server Server 1 IP FQDNor IP address of SIP server
Drop down menu to select between the defin8erves of SME
VolIP Service provider.
Call waiting Enabled Used to enable/disable Call Waitifeature. When disabled a
feature: second incoming call will be rejected. If enabled a second call
be presented as call waiting
Broadsoft Disabled If enabled the given SIP extension subscribes for the Broadsof
Feature Event Application Server Featukevent Package, and it becomes read
Package for reception of SIP NOTIFY with status on the following Broac
Server Services:
-Do Not Disturb
-Call Forwarding (Always, Busy, No answer)
The received status will be displayed in the handset idle displa
Referencesection5.3.3
Forwarding Empty Number to which incoming calls must benmuited to irrespective
Unconditional of the current state of thdandset.
Number _ Forwarding Unconditional must be enabled to function.
Disabled Note: Feature must be enabled in the SIP server before it can
function in the network
Forwarding No | Empty Number to which incoming calls must benmited to when there
Answer Number is ro response from the SIP end node.
Disabled ForwardingNo Answer Numbemust be enabled to function.
Note: Feature must be enabled in the SIP server before it can
90 function in the network
Specify delay from call to forward in seconds.
Forwarding On | Empty Number to which incoming calls must benmuted to when SIP
Busy Number | Disabled node is busy.

ForwardingOn Busy Numbeanust be enabled to function.
Note: Feature must be enabled in the SIP server before it can
function in the network

SME VolIP System Guide, Version 2.5
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5.3.1.1Extensions listno multiline)

The added extensions will be shown in the extension lists.

The list can be sorted by any of the top headlines, by mouse click on the headline link.

Extensions

Add extension
Stop Reqistration

Idx Extension Display Name Server Server Alias IPEI EW Info EWU Progress
o |3t hacob Jensen  [192.168.11.99  |asterisk 1185704544 glepgistered@RpNDD 316.1 Complete
1 |z302 Peter Hansen  [192.165.11.99  |asterisk 116E500330 glepgistered@RPNDD 316.1 Complete
e |z3os Kim Petersen  [192.168.11.99  |asterisk 116E5002E4 glepgistered@RpNDD 316.1 Complete
3 |2304 Tim Andersen  [192.168.11.99  |asterisk 116E500359 glepgistered@RPNDD 316.1 Complete
=) 2305 2305 192.1658,11.99 Asterisk FFFFFFFFFF
Check all /Uncheck all
With sefected: Delete Handset{s) Register Handset{s) Deregister Handset(s)
Parameter Description
Idx Select / deselect for delete, register addregister handsets
Extension Given extension is displayed
Display Name Given display name is displayed. If no name given this field will be empty
Server Server IP or URL
Server Alias Given server alias is displayed. If no alias given this fieldendinpty.
IPEI Handset IPEI. IPEI is unique DECT identification number.
State SlPregistration statec if empty the handset is not SIP registered.
FW info Firmware version of handset

FWU Progress | Possible FWU progress states:

Off: Means sw version is specified to 0 = fwu is off

Initializing: Means FWU is starting and progress is 0%.

X% :FWU ongoing

Verifying X%FWU writing is done and now verifying before swap

is now waiting for handset/repeater restart.
Complete HS/repeaterFWU complete
Error:Not able to fwu e.qg. file not found, file not valid etc

¢Waiting for charge¢ 0 | Qorin. term. svai€¢ 6 w S LIS | (i & Ndmplete ahd

5.3.1.2Handset and extension list top/swmenus

The handset extension list menu is used to controlmpor deletion of handset to the system (DECT

registration/deregistrations) and to control SIP registration/degistrations to the system.
Above and below the list are found commands for making operations on handsets/and extensions. The
menu is geneal operations, and the sub menu is always operating on selected handsets/extensions.

Screenshaod
Add extension
Stop Reagistration

Check all /Uncheck All
With selected: Delete Handset(s) Reqister Handset(s) Dereqister Handset(s)

In the below table each command is described.
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Actions

Description

Add extension

1 00S4a G2 GKS 4! RR SEGSy&arzy

Stop Registration

Manuallystop DECT registration mode of the system. This prev
any handset from registering to the system

Delete Handset(s)

Deregister selected handset(s), but do not delete the extension

Register Handset(s)

Enable registration mode for the system makingossible to
register at a specific extension (selected by checkbox)

Deregister Handset(s)

Deregister the selected handset(s) and delete the extension(s).

Note: By power off the handset the handset will SIP deregister the PBX.

5.3.1.3Edit Extensior(no multiline)

To edit extension use the mouse to click the link of the extension.

Screenshot

Edit extension

Extension:

21

Authentication User Name: 21

Authentication Password:

Display Name:
Mailbox Name:
Mailbox Number:
Server:

Call waiting feature:

21 aanRAOU

Server 1: 192 168.11.40 [~

Enabled E|

Forwarding Unconditional Number: Disabled E|

Forwarding Mo Answer Number: Dizabled E| a0

Forwarding on Busy Number: Disabled E|

Save ] [ Cancel
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5.3.2 Multiline: Add extension

With active multiline feature the system distinguish between extensions, physical handsets and maximum 4
lines.

ToadddJKe aAOFt KIFIyRaSi FANBRG 'y SEGSyairzy Ydzad oS |
Extension web top.
Screenshot
Home/Status Extensions
Extensions Add extension
Stop Reaqistration
Servers
Network
Management
& LINBaaay3 GKS 4l RR SEGSyarzyé YSydz oAt
Screenshot
Add extension
Line name: | |
Handset: |New Handset v
Extension: | |
Authentication User Name: | |
Authentication Password: | |
Display Name: | |
Mailbox Name: | |
Mailbox Number: | |
Server: |Server 2: 192.168.11.12 v|
Call waiting feature: |Enabled Vl
BroadWorks Shared Call Appearance: |Disabled Vl
Broadsoft Feature Event Package: |Disabled Vl
Forwarding Unconditional Number: | ||Disabled Vl
Forwarding No Answer Number: | ||Disabled V||9[} |s §
Forwarding on Busy Number: | ||Disabled Vl :qi
c
Save ‘ ‘ Cancel _§
s
2]
Parameter Default Value(s) | Description :g
Line Name Empty Name of line shown to be used to show from which line the 2
incoming call is coming and used when user must select from | o
which line to make outgoing call. ~
Handset New Handset The extension mudte associated to a handset. By default a nev
handset can be configuredlternatively the user can select an %
already existing handsédx. é
g
)
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Extension Empty Handset phone number or SIP username depending on the se
Possible value(sB-bit stringlength
Example: 1024, etc.
Note: The Extension must also be configured in SIP server in g
for this feature to function.
Authentication Empty Username:SIP authentication username
User Name Permitted value(s)8-bit stringlength
Authentication | Empty PasswordSIP authentication password.
Password Permitted value(s)8-bit stringlength
Display Name | Empty Human readable name used fthre given extension
Permitted value(s)8-bit stringlength
Mailbox Name | Empty Name of centralised system used to st@i@gone voice messages
that can be retrieved by recipient at a later time.
Valid Input(s):8-bit string Latin characters for thgame
Mailbox Empty Dialled mail box number by long key press on key 1.
Number Valid Input(s):0¢ 9, *, #
Note: Mailbox Number parameteh & | @ Af | 6 S
enabled from SIP server.
Server Server 1 IP DNS or IP address of SIP server
Drop down menu to select between the defin8erves of SME
VolIP Service provider.
Call waiting Enabled Usedto enable/disable Call Waiting feature. When disabled a
feature second incoming call will be rejected. If enabled a second call
be presented as call waiting
BroadWorks Disabled If enabled the given SIP extension is considered paat of
Shared Call BroadWorks shared call appearance group (SCA). This enable
Appearance Shared Call Appearance Settings section on the Handset page
the handset that the extension is connected to.
Note: BroadWorks SCAs and their respective extensions must
configured in tle BroadWorks application server web interface
prior to being added on this page. The extension entered here
must match the extension configured in BroadWorks.
Broadsoft Disabled If enabled the given SIP extension subscribes for thaddoft
Feature Event Application Server Feature Event Package, and it becomes re
Package for reception of SIP NOTIFY with status on the following Broac
Server Services:
-Do Not Disturb
-Call Forwarding (Always, Busy, No answer)
The received status will be displayedhie handset idle display.
Forwarding Empty Number to which incoming calls must benmuted to irrespective
Unconditional of the current state of thdnandset.
Number Forwarding Unconditional must be enabled to function.
Note: Feature must be enabled in the SIP server before it can
function in the network
Disabled
Forwarding No | Empty Number to which incoming calls must benauted to when there

Answer Number

is ro response from the SIP end node.

ForwardingNo Answer Numbemust be enabled to function.
Note: Feature must be enabled in the SIP server before it can
function in the network

Specify delay from call to forward in seconds.
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Disabled
Forwarding On | 90 Number to which incoming calls must berouted to when SIP
Busy Number node is busy.
ForwardingOn Busy Numbenust be enabled to function.
Empty Note: Feature must be enabled in the SIP server before it can
function in the network

The location selection feature, which is available in the add extension screen-multiline mode, is
moved toedit handset from the handset and extension.lEtit handset screen is found by pressing the
handset IPEI link.

Screenshot
Handset

Location: | ANY |Z|
. RPN00: SME VolP - 1
12EE RPN04: SME VolP - 2

AC: UouY

[ Save ] [ Cancel ]

Then naximum extensiors supported per handset aré. There areno restrictions for adding moréut only
the first four will attempt to SIP register

5.3.2.1Multiline: Handset and &tensions list

Added handset andextensiors will be shown in thextension list.
The extensiotiist is the access to the handset location control and the edit extension feature.
The list can be sorted by any of the top headlines, by mouse click on the headline link.

Screenshot
Extensions

Add extension
Stop Reaqistration

YoIP

Handset Type q q q
W Info FWU Progress Tdz Extension Display Name Server Server Alias State
%P 1240H SIP
1 |116ES002BD[Present@RPNOD (350 1 Complete 1 5000 KMH1 192.168.11.99 Registered @RPMOO
2630 SIP
2 1182700CDF|Present@RPHNO4 323.14 Complete 2 5001 KMHZ - Wi 192.168.11.99 Registered @REND4
2830 SIP
El 02555B0EF7 (Present@RPHNOO 35314 Complete El 5002 KMH= 192.168.11.99 Registered @RPMOD
2430 SIP
4 02555356F4 [Present@RPMNO0 32314 Complete 4 5003 K MH4 192.168.11.99 Registered @RENOD
Check all / Check all Extensions
Uncheck All Uncheck All Extensions

With selected! Delete Handset(s) Reqgister Handset(s) Dereqister Handsetis} Start S1P Reqgistration(s) SIP Delete Extension(s)

Parameter Description
ldx Index of handsets
IPEI Handset IPEIPEI is unique DECT identification number.

Handset State | The state of the given handset:

Present@RPNxxhe handset is DECT located at the base with RPNxx
Detached:The handset is detached from the system (e.g. powered off)
Located:The handset is configured to locate on a specific base, but is has not beg
possible to do so (e.g if the base is powered off)

Removed:The handset has been out of sight for a specified amount of time (~one
hour).
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Handset Type Name of the handsdlype
FW hfo Firmware version of handset

FWU Progress | Possible FWU progress states:

Off: Means sw version is specified to 0 = fwu is off

Initializing: Means FWU is starting and progress is 0%.

X% :FWU ongoing

Verifying X%FWU writing is done and now verifying before swap

éWaiting for charge¢ 6 | Qoidn. tarm. svai€ 6 wS LIS G SND Y I f
is now waiting for handset/repeater restart.

Complete HS/repeaterFWU complete

Error:Not able to fwu e.g. file not fod, file not valid etc

VoIP ldx Index of the configured SIP extensions. Select/deselect to start SIP registration o
delete extension.
Extension Given extension is displayed

Display Name Given display name is displayed. If no name given this fieldewdmpty

Server Server IP or URL

Server Alias Given server alias is displayed. If no alias given this field will be empty.

State SIPregistration statec if empty the handset is not SIP registered.

5.3.2.2Multiline: Edit Extension
To edit extension use thmouse to click the link of the extensidBasically the same options are available
for edit extension as for add extension.

Screenshot
Edit extension

Mailbox Name: |

Line name: |Asteri5 |
Handset: |Handset ldx: 1 v|
Extension: |2628 |
Authentication User Name: |2628 |
Authentication Password: |oooooooo |
Display Name: |2628 |

|

|

Mailbox Number: |

Server: |Server 2: 192.168.11.12 v|

Call waiting feature: |Enabled V|
BroadWorks Shared Call Appearance: |Disabled V|

Broadsoft Feature Event Package: |Disabled V|

Forwarding Unconditional Number: | ||Disabled V|

Forwarding No Answer Number: | || Disabled W ||9[} | s
Forwarding on Busy Number: | ||Disabled V|

Save ‘ ‘ Cancel ‘
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5.3.2.3Multiline: Edit handset

Use the mouse to click the handd®El link to open the handset edit window. In the hands#t viewthe
handset SIP location can be fixed to either any or a specific base.

Screenshot
Handset
Location: | ANY v |
IPET: |FFFFFFFFFF |
AC: |0000 |
Emergency Line: |4242 V|

Emergency Number: | |

Emergency Profiles:

Profile Alarm Type

Profile O Not configured ]
Profile 1 Mot configured [
Profile 2 Mot configured ]
Profile 3 Not configured [ ]
Profile 4 Not configured ]
Profile 5 Not configured (]
Profile 6 Not configured ]
Profile 7 Mot configured [

Shared Call Appearance Settings:

|N0t configured V|

Not configured W

Not configured

Not configured

Not configured

Not configured

Not configured

(NN

A%
A
A%
A
A%
A

Not configured

Save | | Cancel
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Parameter Default Value(s) Description

Location ANY Srecify ahandsetto be located at a specific base station or ANY
base stationA location of a handset controls the DECT registra
and the SIP registrations. Binding a handset to a specific base
bind the SIP registrations to this base.

IPEI Handset IPEI Shows the handset IPEI. For an already registered handset
changing thdPEI will deregister the handset at next handset
location update.

AC Handset AC code | Shows the handset AC code. AC code is used at handset
registration. Changing the AC code for an already registered
handset will have no effect.

AlarmLine No AlarmLine Theline of multilines to be used falarmcallfeature
Selected
Alarm Number | Empty Numberto be dialled in case of handsalarmkey is pressed (Lon
keypress > 3 seconds on navigation center key )

Alarm Profiles | Not configured Check the wantedlarm profiles for the particular handset.
Shared Call Not configured Each of the eight rows in the table represents an SCA status L
Appearance on the handset Idle screen. For each row it is possible to speci
Settings which shared line an LED shodidplay the state of.

1 Only shared lines can be selected, that is, only extensic
defined for the handset for which BroadWorks Shared (
Appearance is enabled are included in the selector.

9 A shared line can be reused for several LEDs. Each LE
with the same shared line then corresponds to different
appearancendexes for that line (1 LED = appearance
index 1, 2 LEDs = appearasigdexes 1 and 2, and so on

It is not necessary to select a shared line for all of the LEDs. If
LED is not assigned a lilits, position on the screen is simply
empty.

5.3.2.4Multiline: Handset and extension ligbp/ sub-menus

The handset extension list menu is used to control paring or deletion of handset to the system (DECT
registratioride-registratiors) and to control SIRegistration/deregistrations to the system.

Above and below the list are found commands for making operations on handsets/and extensions. The
menu is general operations, and the sub menu is always operating on selected handsets/extensions.

p

Screenshaod
Add extension
Stop Reagistration

Check All / Check All Extensions /
Uncheck All Uncheck All Extensions

With selected: Delete Handset(s) Reaister Handset(s) Deregister Handset(s) Start SIP Reaistration(s) SIP Delete Extension(s)

In the below table each command is described
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Actions Description

Add extension 1 00S4a G2 GKS 4! RR SEGSy&arzy

Stop Registration Manually stop DECT registration mode of fystem Thisprevents
any handset from registering to the system

Delete Handset(s) Deregister selected handset(s), but do not delete the extension

Register Handset(s) Enable registration mode for the system making it possible to
register at a specific extension (selected by checkbox)

DeregisterHandset(s) | Deregister the selected handset(s) and delete the extension(s).

Start SIP Registration(§ Manually start SIP registration for selected handset(s).

SIP Delete Extension(s Deregister the selected handset(s) and delete the extension(s).

I TGSNI ONBL A2y 2F SEGSyaAizya OKSOl G(KS KIFIyRaSi LR
handset to the baseFirst SIP registration is made by the system automatically by the handset DECT
registration procedure. Forne®@ E (i Sy & A 2ly NI Of AtO{wSHIANEAGNI GA2yo6a0é (2
the defined server.

Screenshot

Extensions

&dd extension
Stop Reqistration

Salisllnes EWU Progress Extension Display Name Server Server Alias State
EW Info
UxP1240H SIp
1 116ES002BD |Present@RPNOD 350 5 Complete 1 6000 KMH1 192.166.11.99 Registerad @RPNOO
82630 SIP
2 |11B8700CDF Present@RPNO4(Z- 2" Complats 2 G001 KMH2 - Wi 192.168.11.99 Registered@RPNO4
2830 SIp
3 02555B0E77 [Present@RPNOD 550 4 Complete 8 6002 KMH3 192.168.11.99 Registerad@RPNOO
2430 SIP
4 02555356F4 |Present@RPMNOO 323 .14 Complete 4 50032 EMH4 192.168.11.99 Registerad@RPNOO
Check all { Check all Extensions
Uncheck All Uncheck &l Extensions

With selected: Delete Handset(s) Register Handset(s) Dereqgister Handset{s] Start SIP Reqistration(s) SIP Delete Extensionis]

Use the same procedure for otheandsetswhere thereference is the idx. no. when adding new
extensions to existing handset

5.3.3 Broadsoft Feature Event Package

If enabled the given SIP extension subscribes for the Broadsoft Application Server Feature Event Package,
and it becomes ready for reception of SIP NOTIFY with status on the following Broadsoft Server Services:
-Do Not Disturb

-Call Forwarding (Always, BudNo answer)

The received status will be displayed in the handset idle display.

After pressing save the extension screen will appear with removed configuration option for the forward
feature as shown in the below picture.

Note: Call forwarding can as Wbe configured from the handset by the ugésr operation refer to the
handset guide)
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Screenshot

Call waiting feature:

Broadsoft Feature Event Package:

Forwarding Unconditional Mumber:

Forward Mo Answer Number:

Forwarding on Busy Number:

5.4 Servers

RT3X

Enabled ||
Disabled |-
Disabled |-

Disabled [~| 90 5

Disabled [ |

Save ] [ Cancel

In this section, we describe the different parameters available in the Servers configurations menu.

Maximum 10 servers can lmenfigured.

Screenshot

Servers

Asterisk 1:

192.168.11.99

3CX

192.168.11.10

Asterisk_1:

Server Alias:
NAT Adaption:
Registrar:
Outbound Proxy:

Asterisk_1
Disabled v
102.168.11.00

Siemens
192.168.11.12 Conference Server:
. Call Log Server:
‘ggtjse;;fglg—z Reregistration time (s): G600
SIP Session Timers: Disabled v
gasglﬂ!azla Session Timer Value (s): 1800
SIP Transport: UoP A
Server 6 Signal TCP Source Port: Enabled A
192.168.111,222
Use One TCP Connection per SIP Extension: | Disabled A
Server 7 RTP from own base station: Disabled v
HaaRaaaass Keep Alive: Enabled A
Add Server Show Extension on Handset Idle Screen: Enabled v
Remove Server Hold Behaviour: RFC 3264 v
Attended Transfer Behaviour: Hold 2nd Call v
Use Own Codec Priority: Disabled A
DTMF Signalling: RFC 2833 A
DTMF Payload Type: 101
Remote Caller ID Source Priority: FROM v
Gr22
GT11U
Codec Priority: GT11A
G726
| Up | | Down | Reset Codecs | | Remove |
RTP Packet Size: 20 ms v
Secure RTP: Disabled v
Secure RTP Auth: Disabled v
AES_CM_128_HMAC_SHA1_32
AES_CM_128_HMAC_SHA1_80
SRTP Crypto Suites:
| Up || Daown || Reset Crypto Suites | Remaove |
| Save | Cancel
Parameter | Default value Description
Server Alias | Empty Parameter for server alias
NAT Disabled To ensure all SIP messages goes directly to the NAT

Adaption

gateway in the SIP aware router.
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Registrar Empty SIP Server proX@NS or IP address
Permitted value(s): AAA.BBB.CCC.DDD:\Rortber> or
<URL>:<Poiflumber>
Note: Specifying the Port Number is optional.
Outbound Empty This is a Session Border Controller DNS or IP address
Proxy SIP server outbound proxy address)
Set the Outbound proxy to the address and port of
private NAT gateway so that SIP messages sent via th
NAT gateway.
Permitted value(s): AAA.BBB.CCC.DDD or <URL> or
<URL>:<Poflumber>
9EI YLX S&Y dM®pPHDPMCY DndmE =
GYFGd02YLI yaXwgz V& ORYWRI ¢ &
If empty call is made via Registar.
Conference | Empty Broadsoft conference feature.
Server Set the IP address of the conference server.
In case an IP is specified pressing handset conference
establish a connection to theonference server.
If the field is empty the original-Barty local conference
on 8630 is used.
Call Log Empty Broadsoft all logfeature.
Server Setthe IP address of the XSI call sagver.
In case an IP is specified pressing handset will use the
log server.
If the field is empty the local call log is used
Re 600 ¢ KS & S E LIBaNaYys6n ingBIP RESISTER
registration requests. This value indicates how long the current Sl
time registration is valid, and hence is specifies the maximt
time between SIP registrations for the given SIP accol
Permitted value(s): A value below 60 sec is not
recommended, Maximon value 65636
SIP Session | Disabled WC/ nnHyldf A &g SBEDKI yYAAY
Timers: GAYSNI @F fdzS aLISOAFASaA (K
FftAPSe 2NJ Y2NB O2NNBOUf &
session refresh is received when the timer expires the
will be terminated.
Defaultvalue is 1800 s according to the RFC. Min: 90 s
Max: 65636.
If disabled session timers will not be used.
Session 1800 Default value is 1800s according to the RFC.
Timer Values If disabled session timers will not be used.
(s): Permitted value(s): Minimum value 90, Maxim@5636
SIP Transpory UDP Select UDP, TCP, TLS 1.0
Signal TCP | Disabled When SIP Transport is setto TCP or TLS, a TCP (or 1

Source Port

connection will be established for each SIP extension.
The source port of the connection will be chosen by th
TCP stack, and hence the local SIP port parameter,
specified within the SIP/RTP Settirjgse5.5.5 will not
0S dzZ&ASR® ¢KS a{AylLft ¢/t
specifies if the used source port shall be signaled
explicitly in the SIP messages.
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Use One Disabled When using TCP or TLS as SIP transport, choose if a

T@/TLS TCL/TLS connection

Connection shall be established for each SIP extengr if the base

per SIP station shallestablish one connection which all SIP

Extension: extensions use. Please note thATLS is used and SIP
server requires client authentication (and requests a
client certificate), this setting must be set to disabled.
0: Disabled. (Use one TCP/TLS connectionlf&Rl
extensions)
1: Enabled. (Use one TCP/TLS connection per SIP
extensions).

RTP from Disabled If disabled RTP stream will be send from the base, wh

own base the handset is located. By enable the RTP stream will

station: always be send from the base, where the SIP registrat
is made.
This setting is typically enabled for operation witlsco

Keep Alive Enabled This directive defines the window period (30 sec.) to
keep opening the port of relevant NAilvare router(s),
etc.

Show Enabled If enabled extension will be shown on handset idle

Extension on screen.

Handset Idle

Screen

Hold RFC 3264 Specify the hold behaviour by handset hold feature.

Behaviour RFC 3264: Holdsfgnalledaccording to RFC 3264, i.e. t
connection information part of the SDP contains the IF
Address of the endpoint, and the direction attribute is
sendonly, recvonly or inactive dendant of the context
wWC/ HpnoY ¢ Ki§nallhgHOIDEThe | &
connection information part of the SDP is set to 0.0.0.
and the direction attribute is sendonly, recvonly or
inactive dependant of the context

Attended Hold 24 Call When we have two calls, and one call is on hold, it is

Transfer possible to perform attended transfer. When the transf

Behaviour soft key is pressed in this situation, we have traditional
also put the active call on hold before the SIP REFER
request is sent. Howevewe have experienced that son
PBXes do not expect that the 2nd call is put on hold, a
therefore attended transfer fails on these PBXes.
The "Attended TransfdBehaviof feature defines
whether or not the 2nd call shall be put on hold before
the REFER sent.
If "Hold 2nd Call" is selected, the 2nd call will be held
before REFER is sent.
If "Do Not Hold 2nd Call" is selected, the 2nd call will r
be held before the REFER is sent

Use Own Disabled Default disabled.

Codec By enable the systemmodec priority during incoming cal

Priority is used instead of the calling party priority.

E.g. If base has G722 as top codec and the calling pa

has Alaw on top and G722 further down the list, the
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G722 will be chosen as codec for the call.

DTMF
Signalling

RFQ@833

Conversion of decimal digits (akand H#Qinto sounds
that share similar characteristics with voice to easily
traverse networks designed for voice

SIP INFO: Carries application level data along SIP
signalling path (e.g.: Carries DTMF digits gateel

during SIP session OR sending of DTMF tones via da
packets in thesameinternet layer as the Voice Stream,
etc.).

RFC 2833: DTMF handling for gateways, end systems
RTP trunks (e.g.: Sending DTMF tones via data packe
different internet layea as the voice stream)

Both: Enables SIP INFO and RFC 2833 modes.

DTMF
Payload Type

101

This feature enables the user to gjifg a value for the
DTMF payload pe / telephone event (RFC2833).

Remote
Caller ID
Source
Priority

FROM

SIP information fieldised for Caller ID source:
PAI- FROM

FROM

ALERT_INFQPAI- FROM

Codec
Priority

G.711U
G.711A
G.726

Defines the codec priority that base stations uses for

audio compression and transmission.

Possible Option(s): G.711U,G.711A, G.726, G.729, G
Note: Modifications of the codec list must be followed
I aNBaSi O2RS&a¢ FyR awSo
order to change and update handsets.

Note:

With G.722 as first priority the number of simultaneous
calls per base station will be reduced from 1pt84
calls.

With G.722 in the list the codec negotiation algorithm i
active causing the handset (phone) setup time to be
slightly slower than if G.722 is removed from the list.
With G.729 add on DSP module for the base is require
Contact RTX sales fpurchase number 96101203.

RTP Packet
size

20ms

The packet size offered as preferred RTP packet size
8630 when RTP packet size negotiation.
Selections available: 20ms, 40ms, 60ms, 80ms

Secure RTP

Disabled

With enable RTP will be encrypted (AE2B)using the
key negotiated via the SDP protocol at call setup.

Secure RTP
Auth

Disabled

With enable secure RTP is using authentication of the
packages.

Note: with enabled SRTP authentication maximum 4
concurrent calls is possible per base in a single or
multicell system.

SRTP Crypto
Suites

AES_CM_128 HMAX_SHA1|
AES_CM_128 HMAX_SHA1|

Field list of supported SRTP Crypto Suites. The device

born with two suites.

Note: Within servers ogven with multi servers, extensions must always be unique. This means same
extension number on server 1 cannot beused on server 2.
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5.5 Network

In this section, we describe the different parameters available in the network configurations menu.

5.5.1 IP Settirgs

Screenshot
IP settings

DHCP/Static IP: DHCP +
IP Address:

Subnet Mask:

Default gateway:

DNS (primary):

DMNS (secondary):

Parameter Default Description
Values
DHCP/Static IP | DHCP If DHCP is enabled, the device automatically obtains TCP/IP
parameters.

Possible value(s)static, DHCP
DHCPIP addresses are allocated automatically from a pool of lease
address.

Static IP1P addresses are manually assigned by the network
administrator.

If the user chooses DHCP option, the other IP settings or options a
not available.

IP Address NA 32-bit IP address of device.g.base station). 64it IP address will be
supported in the future.
Permitted value(s)AAA.BBB.CCC.DDD

Subnet Mask NA Is device subnet mask.

Permitted value(s)AAA.BBB.CCC.DDD

This isa 32bit combination used to describe whigortion an IP
address refers to the subnet and which part refers to the host.
A network mask helps users know which portion of the address
identifies the network and which portion of the address identifies th
node.

Default Gateway | NA 5S @A OS QrietwRlkSdulerdyphtaivay(32-bit).
Permitted value(s)AAA.BBB.CCC.DI[2y.192.168.50.0
IP address of network router that acts as entrance to other network
This device provides a default route for TCP/IP hosts to use when
communicating with other hosts ohostsnetworks.

DNS (Primary) | NA Main server to which a device directs Domain Name System (DNS
gueries.

Permitted value(s)AAA.BBB.CCC.DbD<URL>

This is the IP address of server that contains mappings of DNS dor
names to various data.g.IP address, etc.
The user needs to specify this option when static IP address option
chosen.

DNS (Secondary)] NA This is an alternate DNS server.
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5.5.2 VLAN Settings

Enable users to define devicesd.Base stationetc.) with different physicatonnection to communicate as
if they are connected on a single network segment.

The VLAN settings can be used on a managed network with separate Virtual LANs (VLANS) for sending voice
and data traffic. To work on these networks, the base stations candigg traffic it generates on a specific
G@2A0S [ ! bé¢ dzdaAy3ad (GKS L9999 ynHodml ALISOATAOIGAZ2Y D
Screenshot

VLAN Settings

I0: &01
User Priority: 0
Synchronization: Enabled A
Parameter Default Values | Description
VLAN id 0 Is a 12 bit identification of the 802.1Q VLAN.
Permitted value(s)0 to 4094 (only decimal values aaecepted)
A VLAN ID of 0 is used to identify priority frames and ID of 4@95
FFF) is reserved.
Null means no VLAN tagging or No VLAN discovery through DHC

VLAN User 0 This is a 3 bit value that defines the user priority.

Priority Values are fron® (best effort) to 7 (highest); 1 represents the lowe
priority. These values can be used to prioritize different classes o
traffic (voice, video, data, etc).

Permitted value(s)8 priority levels (i.e. 0 to 7)

VLAN Disabled Defaultdisabled. By enabtkthe VLAN ID is automatic synchronisec

Synchronization between the bases in the chaiBases will be automatic rebooted
during the synchronization.

For further help on VLAN configuration refer to Appendix.

5.5.3 DHCP Options
Screenshot

DHCP Options
Plug-n-Play: Disabled |E|

Parameter Default Values | Description

Plugn-Play Disabled EnabledDHCP option 6& automaticallyprovide PBX IP address to
base
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5.5.4 NAT Settings

We define some options availablhen NAT aware routers are enabled irethetwork

Screenshot

NAT Settings

Enable STUMN:
STUN Server:

STUN Bindtime Determine;
STUN Bindtime Guard:

Enable RPORT:

Keep alive time:

Disabled

20

Disabled

90

Enabled

RT3X

Parameter Default Values | Description

Enable STUN Disabled Enable to use STUN

STUN Server NA Permitted value(s)AAA.BBB.CCC.DDCurrently onlypv4 are
supported) orurl (e.g: firmware.rtx.net)

STUN Bindtime | Enabled

Determine

STUN Bindtime | 80 Permitted values:Positive integer default i80, unit is in seconds

Guard

Enable RPORT | Disabled Enable to us&®PORT in SIP messages.

Keep alive time | 90 This defines the frequency of how keafive are sent to maintain
NAT bindings.
Permitted valuesPositive integer default 80, unit is in seconds

5.5.5 SIP/RTP Settings
These are soe definitions of SIP/RTdettings:

Screenshot

SIP/RTP Settings

Use Different SIP Ports: Disabled T

RTP Collision Detection: Enabled T

Local SIP port: H060

SIP ToS/QoS: 0x68

RTP port: H0004

RTP port range: 40

RTP ToS/QoS5: 0xBa
Parameter Default Values | Description
Use Different | Disabled If disabled, the Local SIP port paramespecifies the source port
SIP Ports used for SIP signalling in the system.

If enabled, the Local SHrtparameter specifies the source port
used for first user agent (UA) instance. Succeeding Wi get
succeeding ports.
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RTP Enabled Enablelf two sources with same SSRC, the following RTX is disca

Collision Disabled: No cheakdevice will accept all sources.

Detection

Local SIP 5060 The source port used for SIP signalling

port Permitted valuesPort number default 5060.

SIP ToS/QoS | 0x68 Priority of callcontrol signalling traffic based on both IP Layers of
Type of Service (ToS) byte. ToS is referred to as Quality of Servid
(QoS) in packet based networks.
Permitted valuesPositive integerdefault isOx68

RTP port 50004 The first RTP port to use f®TP audio streaming.
Permitted valuesPort number default 50004 (depending on the
setup).

RTP port 40 The number of ports that can be used for RTP audio streaming.

range Permitted valuesPositive integers, default #0

RTP 0xB8 Priority of RTRraffic based on the IP layer ToS (Type of Service) b

TOS/QoS ToS is referred to as Quality of Service (QoS) in packet based

networks.

{SS wC/ wmond TFélshdtsupported f ad aO2
o Bit 7..5 defines precedence.
o Bit 4..2 defineJype of Service.
o Bit 1..0 are ignored.

Setting all three of bit 4..2 will be ignored.

Permitted valuesiPositive integer, default is 0xB8
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5.6 Management Settings Definitions

The administrator can configure base statitagperform some specific functions suchamfigurationof
file transfers firmware up/downgradespassword management, and SIP/debug logs

Screenshot

Management Settings

Base Station Mame: SME “olP

Management Transfer Protocal: TFTP v

HTTP Management upload script: JCigUpload

HTTP Management password:

Configuration Server Address:

Base Specific File:

Mult Cell Specific File:

Configuration File Download: Base Specific File v

DHCP Controlled Config Server: DHCF Option B6 v

DHCP Custom Option:

DHCP Custom Option Type:

Text Messaging: Enabled YWithout Server v

Text Messaging & Alarm Server:

Text Messaging Port: 1300

Text Messaging Keep &live (m): 30

Text Messaging Response (5] 30

Text Messaging TTL: ]

SIP Log Server Address:

Upload of SIP Lag: Disahbled v

Syslog Server [P Address:

Syslog Server Port: 514

Syslog Level: Mormal Operation v

Enable Automatic Prefix: Disahbled v

Set Maximum Digits of Internal Mumbers: ]

Set Prefix for Qukbgoing Calls:

Save and Reboot Save Cancel Default Base Station

Parameter Default value | Description

Base Station SME VolP
Name:

It indicates theitle that appearsat the top window of thebrowser
and is ued in the multicell page.
Maximum characters: 35

Management TFTP

The protocol assigned for configuration f@ad central directory

Transfer Valid Input(s) TFTRPHTTPHTTPs
Protocol
HTTP Empty The folder location or directory path that contains the configuratio
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Management
upload script

files of the Configuration servefhe configuration upload script is a
file located in e.g. TFTP server or Apache Server which is also th
configuration server.

Permitted value(s):/<configuration-file-directory>
Example/CfgUpload

Note: Must begin with (/) slash character. Either /Yocan be used.

HTTP Empty Password that should be entered in order to have access to the

Management configuration server.

password Permitted value(s)8-bit stringlength

Configuration | Empty Server/device that provides configuration file to base station.

server Type:DNS or IP address

address Permitted value(s)AAA.BBB.CCC.DDD<URL>

Base Specific | Empty Base configuratiofile

File

Multi Cell Empty The file name must be thehain id of the system

Specific File E.g00087b0a00b3.cfg
Permitted value(s)Format of file is chain ID.cfg

Configuration | Disabled Base Specific fileddsed when configuring a single cell base

File Download Multicell Specific FiletJsed when configuring a multicell based
system
Base and Multicell Specific Filésed on out of factory bases to
specify VLAN and Multicell ID and settings.

DHCP Disabled Provisioning server options

Controlled DHCP Option 66: Look for provisfila by TFTP boot up server

Config Server DHCP Custom Optiohook for provision file by custom option
DHCP Custom Option & Option &6ok for provision file by first
custom option and then optio 66.

DHCP Custom | Empty By default option 160, but custom option can be defined.

Option An option 160 URL defines the protocol and path information by
using a fully qualified domain name for clients that can use DNS.

DHCP Custom | Empty URLURL of server with path.

Option Type Example of URbtitp://myconfigs.com:5060/configs
Default configuration file on server must follow the name: MAC.cf¢
IP Address: IP of server with path.

Text Disabled Disable/enable messaging with Mobicall server

Messaging ¢CKS GKANR 2LJiA2Y A& (2 a9yl of
handset can send messages to other handsets, which support
messaging.
Note: Contact Mobicall to get the proper version and setup for
Mobicall sever

Text Empty Permitted value(s)AAA.BBB.CCC.DDD<URL>

Messaging &

Alarm server

Text 1300 Port number of message server.

Messaging

Port

Text 30 This defines the frequency of how keafive are sent

Messaging Permitted valuesPositive integerunit is inminutes

Keep Alive

(m)

Text 30 This defines the frequency of how response timeout
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Messaging
Response (s)

Permitted valuesPositive integerunit is in seconds

Text 0 This defines the text messaging time to live

Messaging Permitted values:Positive integerunit is in seconds

TTL

SIP Log Server | Empty Permitted value(s)AAA.BBB.CCC.DDD<URL>

Address Requires a predefined folder nama@&IP

Upload of SIP | Disabled Enable thioptionto save low level SIRRHug messages tie server.

Log The SIP logs are saved in the file format:
<MAC_Address><Time_Stamp>SIP.log

Syslog Server | Empty Permitted value(s)AAA.BBB.CCC.DDBD<URL>

IP-Address

Syslog Server | Empty Port number of syslog server.

Port

Syslog Level off Off: No datds saved on syslog server
Normal Operation:Normal operation events are logged, incoming
call, outgoing calls, handset registration, DECT location, and call
due to busy, critical system errors, general system information.
System Analyzéiandset roaring, landset firmware updates status
The systemibnalyselevel also contains the messages from norma
operation.
Debug: Used by RTX for debug. Should not be enabled during n
operation.

Enable Disabled Disabled Feature off.

Automatic Enabled¢ KS 61 4SS ¢6Aff FIRR GKS f St

Prefix hdzi32Ay3 /+Fffagao
Enabled +fall through on * and #:Will enable detection of * or # at
the first digit of a dialled number. In case of detection the base wi
not complete the dialled numbewith a leading O.
Examples:
1: dialed number omandset * 1234 > dialed nhumber to the pabx
*1234
2:dialed numbemon handset #1234 > dialed number to the pabx
#1234
3: dialed number on handset 1234 dialed number to the pabx
01234

Set Maximum | O Used to detect internal numbers. In case of internal numbers no

Digits of prefix number will be added to the dialled number.

Internal

Numbers

Set Prefix for Empty Prefix number for the enabled automatic prefix feature.

Outgoing Calls

Permitted value(s):1 to 9999

There are three ways of configuring the system.
1. Manual configuration by use of the Web server in the base station(s)

Hd . é
server.

dza$ 2F O2yTAIdNI A2y TFAf SaA

GKFG I NS

3. By usef configuration files which the base station(s) download(s) from a configuration server.

For further details refer to doc reference [3].
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5.7 Firmware Update Definitions

In this page, the system administrator can configure how base stations and SIP pgdsdeddowngrade
to the relevant firmwareHandset firmvare update status can be found the extensions page and
repeater firmware update statusithe repeater page. Base firmware update stati®und n the multicell

page.

Screenshot

Firmware Update Settings

Firmware update server address: [10.1.24 101

Firmware path:

Type
8630

DECT4024

8430

| Save |

/FwuTest

Required Version

280
33
1

Update Base Stations

9 |Update this Base Station only

Update all Base Stations

Required Version

Start Update

Parameter

Default Value(s)

Description

Firmware update
server address

Empty

IP address or DNS of firmware update files source
Valid Inputs:AAA.BBB.CCC.DDD<URL>
Examplefirmware.rtx.netor 10.10.104.41

Firmware path

Empty

Location of firmware on server (firmware update server path
where firmware update files are located).
Example/East_Fwu

Note: Must begin with (/) slash character

Required Version
Type

Empty

Version of firmware to be upgraded (or downgraded)
handsettype or repeater

Valid Input(s):8-bit stringlength. E.g.280

Note: Value version Qvill disable firmware upgrade for
handses andor repeater

Note: Two handset types wilie serial firmware upgraded. First
type 8630 then type 8430.

Required Version
base

Empty

Versionof firmware to be upgraded (or downgraded) on Base
station. Base units are referred to as gateways over here.

Valid Input(s):8-bit stringlength. E.g. 280
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5.8 Time Server

In this section, we describe the different parameters available in the Time Seerar.
The Time server supplies the timeed for data synchronisation in a medell configuration. As such it is
mandatory for a multcell configurationThe system will not work without a time server configured.

As well the timeserver isused in thedebug logs anfbr SIP tracesformation pages, andsed to
determine when to check for new configuration and firmware files.

NOTEIt is not necessary to set the time server for standalone base stafopt®nal)

t NBaa (KS & ¢ A Y Shetcurrént T dirielagdyise in2he hdsedver fields.

NOTE:

When time server parameters are modified/changed synchronisation between base stations can take up to
15 minutes before all base stations are synchronised, depending on the number of basesstatios

system.

Screenshot

Time Settings

Time PC

Time Server:

Allow broadcast NTR: L4

Refresh time (h): 24

Set timezone by country/region: v

Timezone: -5:00 v

Set DST by country/reqion: o

Daylight Saving Time (DST): Automatic r

DST Fixed By Day: Use Month and Day of Wweek ¥

DST Start Month: tarch v

DST Start Date: ]

DST Start Time: 2 §

DST Start Day of Week: Sunday v E,

DST Start Day of Week Last in Maonth Second First In kMaonth v E

DST Stop Maonth: Movernber ¥ -%

DST Stop Date: 0 F

DST Stop Time: 2 g

DST Stop Day of Week: sunday v 2

DST Stop Day of Week Last in Month First In Month v %
f

Save and Feboot Save Cancel %

é
&
<
)
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